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1. The goals of the present regulations  

1.1. 
The present Acceptable User Policy (AUP) regulates the use of "Nonlocal Box Emulator 
API" service operated by the Wigner Research Centre of Physics. It applies to those who 
have the intention to use the service; "Users" in what follows.  

1.2. 
The „Nonlocal Box Emulator API” ("Service" in what follows) has been developed for 
educational, research and development purposes, and it is operated as an experimental 
service.  

1.3. 
The goal of the present AUP is to regulate the use of the Service by its Users.  

2. Interpretative provisions  
In the present AUP the following interpretation of terms apply:  

„User” 
the natural person who is in hold of a valid registration required for using the service.  

„Service” 
The REST WEB API service available under https://nonlocalbox.wigner.hu, operated by the 
Wigner Research Centre, available for use after registration.  

„Provider” 
the Wigner Research Centre for Physics.  

„Registration” 
the process of obtaining the API keys required for the use of the Service by the User.  

„API key” 
confidential character string used for the authentication of the serving for the authentication 
and identification of the User.  

https://nonlocalbox.wigner.hu/
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3. Use of the service  
3.1. 

Users are allowed to use the service without charge for public research and educational 
goals only. Any profit-oriented or business application is forbidden according to the 
registration, except for the case of a custom special agreement between the User and the 
Provider.  

3.2. 
Users use the service on their own responsibility. The service is of experimental nature. The 
provider excludes any responsibility with respect to the availability, correctness of the 
operation, or any consequences of the use.  

3.3. 
The user agrees that the activities with the API are logged. The server-side logs are used 
only for the maintenance of the security of the system, there is no attempt to reconstruct any 
of the details of the possible research activity of the user.  

3.4. 
The service cannot be used for activities or attempts at activities of the following kind:  

3.4.1. 
actions contrary to the Hungarian legislation in force at all times  

3.4.2. 
profit oriented or business activities  

3.4.3. 
disruptive or danegous activities against the normal operation or the security of the service 
and the infrastructure related to it.  

3.4.4. 
the excessive of the service without proper reason  

3.4.5. 
the use of the service for any goal which is not not inline with the original goal of the 
resource/service.  

4. Obligations of the users  
4.1. 

The user is obliged to learn and respect the present AUP.  
4.2. 

The user is obliged to cite the service in any scientific publication which benefited from the 
use of the service. The form of the citation is the following: [HIVATKOZÁS BEÍRANDÓ].  

4.3. 
The user is obliged to handle the API keys confidentially and not to share them with third 
parties. If the keys are to be shared with additional persons due to the nature of the 
application (e.g. human or machine experiments with multiple participants), the involved 
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entities are not considered as third parties, and the responsibility for their activity is taken by 
the registered user. If the key is revealed to non-eligible entities against the will of the user 
for any reason (e.g. data breaches or cyber attacks), the user is obliged to notify the provider 
about this as soon as possible.  

4.4. 
Users are obliged to collaborate the provider and other users in the detection of the violation 
of the present AUP and the elimination of the consequences of any damage related to the 
service.  

5. Enforcement of the AUP, sanctions  
5.1. 

The user acknowledges that the provider may cancel the access to the service anytime, 
unilaterally, even without further reasoning. The provider is not responsible for any 
consequence of such a cancellation.  

5.2. 
The user is responsible for any activity carried out in the system with the user's API key.  

5.3. 
Users are responsible for any harm caused to the service provider or a third party according 
to the general rules of civil law of Hungary.  

Budapest, 2022.02.23.  
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